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My journey into the realm of quantum 

computing and the inspiration to pen this 

book trace back to my profound interest in 

security, cryptography, and the implications 

they hold in our daily lives. From securing 

financial transactions to safeguarding data, 

these topics have always fascinated me.

Coupled with this, my fascination with conspiracy theories and the vision of a system 

overhaul by powerful machines played a pivotal role. Imagine a scenario where a 

resourceful individual, leading a dedicated team, gains access to government servers, bank 

accounts, or Central Bank Digital Currency (CBDC) production, all with limited financial 

resources.

I’ve always been captivated by stories of individuals using knowledge and passion to 

overthrow oppressive regimes, surpassing politicians driven solely by financial gain. The 

allure of quantum computing lies in its revolutionary potential, rooted in the pioneering 

theories of luminaries like Albert Einstein, Hendrik Kramers, and Felix Bloch.

However, the advent of quantum computing won’t happen overnight as I once believed. 

It’s an evolutionary process, and while quantum computers exist, they come with 

limitations. Similar to any tech project, they continually evolve and improve.

We’re living in a remarkable era where quantum computing, through qubits, propels the 

computer revolution forward at an unprecedented pace. In this book, I invite you, dear 

reader, to explore the quantum world. You’ll gain knowledge that not only transforms your 

thinking but also reveals new opportunities for personal growth and innovative business 

solutions in previously uncharted territories.

Join me on this extraordinary journey.

Tadeusz Bartkiewicz
(CEO neuronus.net)
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What are Quantum 
Computers?

A computing device known as a quantum 

computer uses the concepts of quantum physics 

to carry out some computations significantly 

more quickly than classical computers. Quantum 

computers employ quantum bits, or qubits, which 

may exist in several states simultaneously due to a 

phenomenon known as superposition, as 

opposed to classical computers, which use bits to 

encode and process information as either 0s or 

1s.
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Superposition enables qubits to 

concurrently represent and process data 

as 0 and 1, as well as any combination of 

0s and 1s in between, leading to a 

significant gain in computing capacity. 

Quantum computers also use another 

phenomenon known as entanglement, 

which enables qubits to be connected in 

a way that their states may 

instantaneously be correlated regardless 

of their distance.

Quantum computers can handle some 

problems significantly more quickly than 

conventional computers thanks to their 

quantum features. They work particularly 

effectively for jobs like modeling intricate 

quantum systems, solving enormous 

issues, and decrypting specific encryption 

schemes. However, quantum computers 

are still in the early phases of research 

and are not always better at all computing 

jobs.

There are continuing attempts to increase 

the number of qubits, decrease errors, 

and enhance qubit stability in the very 

active and quickly developing field of 

quantum computing. Although it has the 

potential to revolutionize several 

industries, including optimization issues, 

drug development, material science, and 

cryptography, there are still several 

formidable technical obstacles to be 

addressed.
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There are several significant differences between 

classical and quantum computers:

Information Representation

Bits, which are binary units of information that may 

only exist in one of two states—0 or 1—are used in 

classical computers. On the other hand, quantum 

computers make use of quantum bits, or qubits, 

which are capable of being in a superposition of 

states and simultaneously expressing 0 and 1. A key 

distinction between quantum and classical 

computing is the latter's capacity to exist in several 

states at once.

Processing Power

For some sorts of tasks, quantum computers may 

be exponentially more powerful than classical 

computers. In comparison to classical algorithms, 

quantum algorithms may make use of the 

superposition and entanglement features of qubits 

to increase computation speed. In some instances, 

like factorization for cracking encryption codes or 

quantum system simulation, this might result in 

considerable speedups.
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Traditionally, computers have 
processed data sequentially, carrying 
out one action at a time. By making 
use of qubits' superposition 
characteristics, quantum computers 
may execute operations in parallel. 
Through simultaneous exploration of 
several potential outcomes, this 
parallelism enables quantum 
computers to significantly speed up 
some tasks.

Parallelism

Reliable computing is made possible 
by the well-proven error correction 
techniques used in traditional 
computers. However, because of 
issues like noise, decoherence, and 
interactions with the environment, 
quantum computers are more prone 
to mistakes. To reduce these mistakes 
and preserve the integrity of 
calculations, it is a continuing 
scientific challenge to create e!cient 
error correction techniques for 
quantum computers.

Error Correction

Traditional computers are excellent at 
a variety of general-purpose 
computing tasks, including data 
processing, software applications, 
and web surfing. On the other hand, 
quantum computers have more 
specialized uses. Problems involving 
intricate simulations, optimization, 
cryptography, and specific scientific 
computations are particularly well 
suited for them.

Application Scope

Traditional computers have been in 
development for many years and 
have evolved to advanced levels of 
e!ciency, wide use, and 
miniaturization. Though they are 
developing quickly, quantum 
computers are still in their infancy. 
Large-scale, fault-tolerant quantum 
computers are still a ways o", and 
there are still tough technological 
obstacles to be solved.

Development Stage
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In classical physics, we are accustomed to 

thinking of things as being in well-defined 

states when dealing with macroscopic 

objects. For instance, if you flip a coin, it 

will either land on its head or its tail, not 

both at once. However, things act 

differently at the quantum level.

According to the quantum physics 

principle of superposition, a quantum 

system, such as a particle, can exist in 

several states concurrently up until it is 

measured or detected. A wave function, 

sometimes represented by the Greek letter 

psi (), is a mathematical concept that 

describes the state of a quantum system. 

The probability of each state occurring 

when a measurement is taken is contained 

in the wave function, which reflects a 

mixture of all conceivable states that the 

system may be in.

Take the electron as an example of a 

quantum particle. It is possible for it to spin 

concurrently in both clockwise and 

anticlockwise directions. When a 

measurement is made, such as detecting 

its spin, the superposition will only collapse 

to a clear result, indicating either a 

clockwise or anticlockwise spin. The 

electron effectively exists in every spin 

state simultaneously up to the 

measurement.

When dealing with particles' wavelike 

qualities, superposition produces intriguing 

behaviors like interference patterns. 

Comprehending quantum computing is 

crucial since qubits may exist in 

simultaneous superpositions of 0 and 1.

Principle of
Superposition
Principle of
Superposition
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interconnected or entangled. Despite 

being physically separated over a 

significant distance, if we observe and 

measure the state of one entangled 

electron, the corresponding condition of 

the other electron becomes 

instantaneously discernible. This 

instantaneous connection is often 

described as "spooky action at a distance," 
a term coined by Einstein.

No matter how far apart the entangled 

particles are from one another, their 

correlation will persist until that 

entanglement is broken by measurement 

or another kind of disturbance.

In quantum computing and information, 

entanglement is a vital resource. It enables 

phenomena like quantum teleportation, in 

which the state of one particle may be 

instantly transmitted to another particle, 

and it is essential to quantum 

cryptography, which ensures secure 

Entanglement is a fascinating quantum 

mechanical idea that is connected to the 

superposition principle. No matter how far 

away they are, two or more particles can 

become correlated to the point that their 

states cannot be represented 

independently. This is known as 

entanglement.

When a pair of entangled particles, such 

as electrons, interact in a specific manner, 

their quantum states become

Principle of
Entanglement
Principle of
Entanglement
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Classical Bits vs. Quantum Qubits

In classical and quantum computing, fundamental informational units called bits and qubits 

are employed. Although they both represent the binary states of 0 and 1, their underlying 

concepts and characteristics differ greatly. Here is a thorough comparison between 

quantum qubits and classical bits:

QUBITS -
BASIC
Q U A N T U M  U N I T S

Chapter # 2



A classical bit is the fundamental building 

block of classical information. One of two 

possible states—typically denoted by the 

numbers 0 or 1—can exist.

Representat ion: 
Bits are physically realized in traditional 

computing utilizing electrical or optical 

components like transistors or magnetic 

particles. They may be represented by 

magnetic polarities, voltage levels, or any 

other physically measurable states.

State Determinism: 
A classical bit is stated deterministic, 

which means that its state is always 

exactly known. There is only one possible 

state for it: either 0 or 1.

Classical Bits: 

Operat ions: 
Logical operations like AND, OR, and 

NOT gates may be applied to classical 

bits. These operations alter the bit values 

in accordance with predetermined 

principles, enabling logical calculations.

Parallelism: 
Since classical bits cannot represent 

several values or states simultaneously, 

they cannot exist in superposition.

10
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Quantum qubit: 

Definit ion:
A quantum qubit, also known as a quantum bit, is the basic building block of quantum 

information. Additionally, it has the ability to exist concurrently in a superposition of the 

states 0 and 1, as well as both.
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Representat ion: 
Quantum systems, like atoms, ions, or 

superconducting circuits, can be used to 

realize quantum qubits. The qubit states are 

represented by the physical properties of 

these systems, such as the energy level of 

an atom or the spin of an electron.

State Superposit ion: 
Unlike classical bits, quantum qubits are 

capable of being in a superposition, which 

simultaneously represents the values 0 and 

1. This characteristic makes it possible for 

quantum computation to take advantage of 

parallelism and do some jobs more quickly 

than traditional computers.

Quantum Operat ions: 
Quantum gates, including the Hadamard 

gate, CNOT gate, and others, are applied 

to quantum qubits. With the help of these 

gates, quantum calculations and 

transformations are made possible.



Entanglement: 
Quantum qubits can also display the 

phenomena of entanglement, in which the 

states of two qubits are always coupled, no 

matter how far apart they are. The 

development of potent quantum algorithms 

and communication protocols is enabled by 

entanglement.

Fragility:
Due to the extraordinary fragility of 

quantum qubits and their susceptibility to 

external perturbations, errors, and 

decoherence that result in the loss of 

quantum information may occur. Techniques 

for quantum error correction are employed 

to lessen these impacts.

13



Representation of
Qubits in Hilbert Space

Qubits are represented by a mathematical framework known as Hilbert space in 

quantum computing. By providing a mathematical representation of the state of 

a quantum system, Hilbert Space enables us to analyze and control qubits. Here 

is a thorough description of how qubits are represented in Hilbert space:

14



15

Hilbert space
The complex vector space known as Hilbert space allows for the description of 

quantum states. The Hilbert space in the context of qubits is two-dimensional 

and is sometimes abbreviated as C^2 (complex plane) or C^2 (complex space). 
The two potential states of a qubit, commonly designated as |0> and |1>, are 

the basic states of this Hilbert space.

Basis States
An orthonormal basis for the Hilbert space is formed by the basis states |0> 

and |1>. They stand in for the two states that a qubit might take: |0> denotes 

the state of the qubit being in, and |1> denotes the state of the qubit being in. 

The binary states 0 and 1 in conventional computing are comparable to these 

basic states.

Superposit ion
One of the essential characteristics of qubits is their capacity to coexist in a 

superposition of states. In light of this, a qubit is capable of occupying a linear 

combination of basic states. The mathematical formula for a qubit state is α|0� 
+ β|1�, where α and β  are complex probability amplitudes that represent the 

probability of measuring the qubit in the relevant base state. The normalization 

condition |α|² + |β|² = 1. must be met by the coefficients α and β.

Bloch Sphere 

The Bloch sphere is a handy illustration of qubit states. The Bloch sphere is a 

geometric illustration of a qubit's state space. With the basic states |0> and |1> 

represented as the poles of the sphere (often the North and South poles), it 
offers a simple method to comprehend the qubit's state.
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Unitary Transformations
Qubit operations are represented in Hilbert space by unitary transformations, 

which are reversible and maintain the normalization of the state. Matrix 

representations of unitary transformations are frequently referred to as quantum 

gates. The Hadamard gate, Pauli-X gate, and CNOT gate are a few examples of 

typical quantum gates. These gates affect the qubit state vector, allowing 

quantum algorithms to perform transformations and calculations.

Entanglement
Entangled states can also be represented in Hilbert space. When a combined 

state that cannot be broken down into individual qubit states describes the 

state of a qubit or system of qubits, entanglement has taken place. In the 

Hilbert space, the entangled state is represented by a concatenation of base 

states.

To summarize, the utilization of Hilbert space as a representation framework 

enables the analysis and manipulation of quantum states in qubits. It provides a 

means to describe qubits through basis states, superposition, unitary 

transformations, and entanglement. Hilbert space serves as a fundamental 

underpinning for the advancement of quantum algorithms and the field of 

quantum information processing.
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Superposition Principle illustrated
with Qubits

The superposition principle, a key idea in quantum physics, significantly influences 

the behavior of qubits. Instead of being restricted to a single classical state of 0 or 

1, it enables qubits to exist in a mixture of many states simultaneously. Let's examine 

in further detail how qubits are used to illustrate the superposition principle:



Interference

Interference is one of the fascinating properties of superposition. When 

the superposed states interact either positively or negatively, interference 

occurs, producing various measurement results. For instance, interference 

effects might cause the measurement results of one qubit to be affected 

by the state of the second qubit if two qubits are produced in a 

superposition state and interact.

18

Qubit States

In classical computing, a bit can be in one of two states: 0 or 1. A qubit in 

quantum computing is capable of occupying both states simultaneously. 

The mathematical expression for a qubit state is α|0> + β|1>, where α and 

β are complex probability amplitudes. These amplitudes specify the 

possibility of measuring the qubit in the relevant base state, either |0> or 

|1>.

Probability Interpretat ion

The probability of observing a specific state when measuring a qubit is 

determined by squaring the magnitude of its probability amplitudes. For 

instance, if α = 0.6 and β = 0.8, the probability of measuring the qubit in 

state |0> is |α|² = 0.6² = 0.36, and the probability of measuring it in state 

|1> is |β|² = 0.8² = 0.64. It is important to note that the sum of the 

probabilities for all possible states of the qubit always equals 1, ensuring 

the certainty of measuring the qubit in one of its possible states.

Superposit ion Effects

Qubits may exist in a variety of states due to superposition, which 

produces some intriguing phenomena. Consider a qubit that is initially 

prepared in an equal superposition state (α = β = 1/√2). This state can be 

represented as (1/√2)|0> + (1/√2)|1>. When a measurement is performed 

on this qubit, it will collapse into either the state |0> or the state |1> with 

an equal probability for each outcome.
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Exploit ing Superposit ion

Superposition in quantum algorithms enables parallel information 

processing. Quantum algorithms may concurrently explore and calculate 

many possibilities by applying operations to a superposition of qubits. For 

some computing jobs, such as factoring big numbers using Shor's 
algorithm or searching an unsorted database with Grover's algorithm, this 

trait offers a possible benefit over classical algorithms.

Measurement and Collapse

A qubit in superposition collapses into a distinct state of 0 or 1 when it is 

measured, with a probability dictated by the amplitudes of its probabilities. 

Measurement causes the superposition to break down, producing a single 

classical result. The qubit behaves like a classical bit in the measured state 

after collapsing.

In conclusion, the superposit ion principle allows qubits to be in numerous states at once, opening the door to 

the possibility of parallel processing and interference effects. This idea serves as the cornerstone of quantum 

computing and plays a key role in the creation of potent quantum algorithms. Quantum computing has the 

potential to revolutionize a variety of industries, including cryptography, optimization, and simulation by 

utilizing superposit ion and providing brand-new, more effective solutions to challenging issues.
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Quantum gates, similar to classical logic gates in classical computing, serve a critical 

role in quantum computing. The manipulation and transformation of information in a 

quantum system are made possible by mathematical operations that act on the 

quantum states represented by qubits. Quantum gates work on quantum bits, or 

qubits, in the same ways that classical gates process and alter classical bits.

QUANTUM
GATES 
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Numerous quantum gates have parallels with classical gates, which aids in understanding 

their behavior and establishing a connection between quantum and classical computers. 

These parallels serve as a link between the well-known ideas of classical computing and the 

distinctive characteristics of quantum computing.

Analogues to Classical Gates

The quantum equivalent of the 

classical NOT gate is the Pauli-X 

gate. The Pauli-X gate flips the 

state of a qubit as opposed to 

the classical NOT gate, which flips 

a bit's value from 0 to 1 or vice 

versa. It enables state inversion by 

transforming the quantum states 

|0> to |1> and |1> to |0>.

Pauli-X Gate
(Quantum NOT gate)

Neither of these gates directly 

corresponds to a classical 

equivalent. They do, however, 

offer more quantum computing 

activities. While the Pauli-Z gate 

phases the qubit, the Pauli-Y gate 

combines a bit flip with a phase 

flip.

Pauli-Y and Pauli-Z
Gates1 2
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The Hadamard Gate is an 

important quantum gate with no 

exact classical analog. It is in 

charge of producing 

superposition, a key characteristic 

in quantum computing. The 

Hadamard gate converts the |0>  

state into an equal superposition 

of the |0> and |1> states, and the 

|1| state into the same.

Hadamard Gate

This two-qubit gate functions as a 

counterpart to the classical XOR 

gate. If and only if the control 

qubit is in the state |1>, the CNOT 

gate flips the target qubit. It 

offers a method for conditional 

operations by allowing qubit 

manipulation dependent on the 

state of another qubit.

CNOT Gate

In classical computing, the AND 

gate accepts two input bits and 

produces outputs 1 only if both of 

the input bits are 1, and outputs 0 

otherwise. Controlled-Z gates (CZ 

gates) are comparable gates in 

quantum computing. If and only if 

the control qubit is in the state 

|1>, it reverses the phase of the 

target qubit. 

Quantum AND gate

In classical computing, the OR 

gate accepts two input bits and 

produces output 1 if at least one 

input bit is 1, and 0 output 

otherwise. Since quantum gates 

generally work on single qubits, 

there is no direct equivalent of 

the OR gate in quantum 

computing. However, it is feasible 

to create quantum circuits that 

behave like classical OR gates by 

adding more qubits and applying 

quantum processes.

Quantum OR gate

3 4

5 6
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In classical computing, the XOR 

gate is a fundamental gate that 

produces 1 if the number of input 

bits that are 1 is odd and 0 

otherwise. The Controlled-X gate 

(CX gate), often referred to as the 

CNOT gate, is the equivalent gate 

in quantum computing. If and 

only if the control qubit is in the 

state |1>, it flips the target qubit.

Quantum XOR Gate

In classical computing, the NAND 

gate only outputs 0 when both 

input bits are 1, else it produces 1. 

The comparable gate in quantum 

computing is a set of quantum 

gates that results in the desired 

behavior. Several quantum 

operations can be combined to 

achieve it, such as applying a 

Controlled-X gate to the target 

qubit before applying a Pauli-X 

gate.

Quantum NAND Gate

By comparing these analogs to well-known classical gates, it becomes easier to understand 

how quantum gates behave. Superposition and entanglement, which provide quantum 

computing additional power and may be able to solve some problems more effectively 

than classical computing, can also cause quantum gates to manifest special features.

In conclusion, using quantum gates as classical gate equivalents lay a framework for 

comprehending and linking the fundamental ideas of both classical and quantum 

computing. They are essential to quantum algorithms and computations because they allow 

for the manipulation and change of qubits. Researchers want to uncover the potential of 

quantum computing for tackling challenging issues in a variety of fields by utilizing the 

special qualities of quantum gates.

7 8
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Hadamard Gate

A single-qubit gate that is essential to quantum computing is the Hadamard gate. It 

executes rotations and superpositions and is frequently designated as H. The following 

matrix is used in mathematics to represent the Hadamard gate:
''' 
[1 1] 
H = [1 -1] * (1/sqrt(2))
 '''
Here, a normalization factor (1/sqrt(2)) keeps the probabilities of the resultant quantum 

states constant.

The basic states are changed in the following ways by theHadamard gate, which works on a 

single qubit:
 The |0> state is transferred to a superposition of |0> and |1> in equal amounts: H(|0>) = 

(|0> + |1>) / sqrt(2)
The |1> state is mapped to a phase-flipped equal superposition of |0> and |1>: H(|1>) = 

(|0>- |1�> / sqrt(2)

In essence, the Hadamard gate produces a superposition of base states by rotating the 

qubit's state around the Bloch sphere's X-axis. It is frequently employed in techniques like 

the Quantum Fourier Transform and entangled state generation.
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Pauli Gates

Wolfgang Pauli is the namesake of the Pauli Gates, a family of single-qubit gates. The 

Pauli-X, Pauli-Y, and Pauli-Z gates are among them. These gates can be thought of as 

quantum analogs of classical bit-flipping and phase-flipping in computing.

Pauli-X Gate

Flipping the state of a qubit is comparable to using the Pauli-X gate, also known 

as the quantum NOT gate. It is represented mathematically by the matrix  ''' 
[0 1] 
X = [1 0] '''
When the Pauli-X gate is applied to a qubit in the |0> state, it produces |1>, and 

when it is applied to a qubit in the |1> state, it produces |0>.

Pauli-Y Gate

This device combines phase- and bit-flip operations. It causes a qubit's state to 

revolve around the Bloch sphere's Y-axis. It is denoted mathematically by the 

matrix ''' 
[0 -i] 
Y = [i 0] '''
A qubit in the |0> state responds to the Pauli-Y gate with i|1 >and a qubit in the 

|1> state with -i|0>.

Pauli-Z Gate

The Pauli-Z gate conducts a phase flip operation on the qubit, flipping the phase 

of the |1> state while leaving the |0> state unaltered. It is denoted mathematically 

by the matrix '''
[1 0] 
Z = [0 -1] '''
When the Pauli-Z gate is applied to a qubit in the |0> state, it produces |0>, and 

when it is applied to a qubit in the |1> state, it produces -|1>.
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CNOT Gate

(Controlled NOT Gate)
A two-qubit gate that functions as a conditional 

operation, the CNOT gate is sometimes referred 

to as the Controlled-X gate. If and only if the 

control qubit is in the state |1>, it performs a 

Pauli-X gate (bit-flip) operation on the target 

qubit. The following matrix represents the CNOT 

gate mathematically: 
[ 1 0 0 0 ]
CNOT = [ 0 1 0 0 ]
          [ 0 0 0 1 ]
          [ 0 0 1 0 ]
Here, the first qubit serves as the control qubit 

while the second qubit serves as the target qubit.

• The target qubit does not change if the control 

qubit is in the |0> state, according to the CNOT 

gate's behavior.

• The target qubit is flipped (bit-flip operation) if 
the control qubit is in the |1 > state.

A fundamental gate utilized in quantum 

algorithms and quantum error-correcting codes 

is the CNOT gate. It is crucial for establishing 

entanglement and putting in controlled 

operations-based gates.

Building increasingly complicated quantum 

circuits and algorithms requires an understanding 

of the Hadamard, Pauli-X, Pauli-Y, Pauli-Z, and 

CNOT gates. These gates, together with other 

quantum gates, make it possible to manipulate 

and change qubits, opening the door to using 

quantum computing to make use of the special 

capabilities of quantum mechanics.



Quantum logic circuits, also known as 

quantum circuits, serve as the fundamental 

units of quantum computation. Composed of 

quantum gates operating on qubits, they 

facilitate the manipulation and transformation 

of quantum information. These circuits consist 

of interconnected gates and qubits through 

wires, akin to classical logic circuits, with 

inputs and outputs determined by the initial 

and final qubit states.

Quantum
Logic
Circuits

27



Qubits

The fundamental building blocks of quantum circuits are qubits, which are the 

quantum equivalents of classical bits. Qubits may exist in superposition, 

representing both 0 and 1 concurrently, in contrast to conventional bits, which can 

only represent either 0 or 1. Quantum gates are used to change the states of the 

qubits.

Quantum Gates

In a quantum circuit, quantum gates are simple operations that change the state of 

the qubits. The Hadamard, Pauli-X, Pauli-Y, Pauli-Z, and CNOT gates can carry out 

operations including rotations, flips, and entanglement creation on one or more 

qubits. Complex calculations can be carried out by mixing several gates.

Wires

In quantum circuits, wires connect the gates and represent the flow of qubits. In 

multi-qubit operations, the order of the wires, which each carry a distinct qubit's 
state, defines the qubits' order. Qubits can communicate with one another by 

applying gates to the wires that are attached to them.

Init ializat ion and Measurement

Initializing the qubits to a known state, commonly |0>, although alternative starting 

states can also be employed, is how quantum circuits normally start. Following 

computing, the qubits are measured to provide conventional outputs. The outcomes 

of the computation are produced by measurement, which collapses the 

superposition of qubits into classical bits.

28



We start with the qubits in their init ial states and build a quantum circuit 

from there. Then, we sequentially apply quantum gates to the qubits. 

The qubit operations are based on the arrangement and order of the 

gates. Quantum circuits are created to carry out specific functions like 

simulations or quantum algorithms.

Circuit diagrams are commonly used to depict the layout of quantum circuits, 

where qubits are represented by wires, gates are represented by their 

corresponding symbols, and information flows from left to right.

The interaction of the gates, the starting state of the qubits, and the particular 

quantum algorithm or computation being run all affect how a quantum circuit 

behaves. Quantum circuits are capable of doing tasks that conventional 

computers find difficult or intractable by carefully choosing the sequence of 

gates and controlling the states of the qubits.

29

Building Quantum Circuits



Quantum
Algorithms -
An
Introduction
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Classical vs. Quantum

Algorithms

Computer issues can be solved using 

either classical algorithms or quantum 

algorithms. Bits are utilized as the 

fundamental information units in classical 

algorithms founded on these concepts. In 

contrast, quantum algorithms use 

quantum bits, or qubits, and operate 

according to the laws of quantum physics.
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These are the algorithms that we are most familiar with since they are the foundation of 

the classical computers that we use in our daily lives. These algorithms work with 

conventional bits, which only have two possible states: 0 and 1. Logic gates like AND, OR, 

and NOT are used to alter the bits. Classical algorithms are deterministic, which means that 

they consistently provide the same output for a given input.

For many different kinds of problems, classical algorithms are often effective. For instance, 

traditional algorithms that have been extensively explored and improved throughout time 

include sorting algorithms like Quicksort and Merge sort, search algorithms like Binary 

search, and graph algorithms like Dijkstra's algorithm.

However, there are restrictions on how certain kinds of problems may be solved using 

classical methods. For some issues, the solution space must be represented by an 

increasingly high number of classical bits. As a result, the length of time needed to tackle 

these issues increases exponentially with input size. The traveling salesman problem and 

factoring huge numbers, which are both utilized in cryptography, are two examples of these 

so-called "intractable" issues.

Classical Algorithms
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Contrarily, quantum algorithms make use of quantum mechanical characterist ics 

including superposit ion, entanglement, and interference. Qubits, which may 

simultaneously represent 0 and 1, as well as a combination of the two states, are 

used in quantum computing. Superposit ion is the term for this capacity to exist 

in several states simultaneously.

Quantum Algorithms

Shor's algorithm, one of the most well-known quantum algorithms, is effective in factoring 

big numbers. The difficulty of factoring huge numbers is a foundational element of many 

encryption methods, hence this has important consequences for cryptography. Grover's 
method is another well-known quantum technique that outperforms traditional algorithms 

in unstructured search speed.

Shor's algorithm, which effectively factors enormous numbers, is one of the most 

well-known quantum algorithms. As many encryption techniques are predicated on the 

difficulty of factoring huge numbers, this has important consequences for cryptography. 

Grover's method is another well-known quantum algorithm that can do unstructured 

searches much more quickly than conventional algorithms.

Not all issues can benefit from quantum algorithms, it is vital to remember this. Particular 

tasks that quantum computers excel at include prime factorization, optimization, quantum 

simulation, and several classes of mathematical problems. Numerous additional issues may 

still be solved more effectively and practically with classical methods.

while quantum algorithms utilize quantum mechanical features and qubits, classical 

algorithms are founded on conventional computer concepts and work with classical bits. 

While quantum algorithms are uncertain and provide advantages for some problem types, 
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Applications and Potential

of Quantum Algorithms

Quantum algorithms have the potential to revolutionize a number of industries and address 

issues that are intractable by conventional algorithms. The following applications and fields 

show potential for quantum algorithms:
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Cryptography

Shor's method, in particular, can factor enormous numbers with efficiency. 

Traditional cryptographic methods like RSA, which rely on the difficulty of factoring 

huge numbers for security, are seriously threatened by this. As a defense against 

this possible weakness, quantum-resistant encryption techniques, such as those 

based on lattice cryptography or code-based cryptography, are being intensively 

investigated.

Optimisation

Quantum algorithms may lead to more effective methods of optimization. 

Quantum algorithms like the Quantum Approximate Optimisation method (QAOA) 
or the Quantum Annealing method may be used to solve issues such as portfolio 

optimization, supply chain management, and scheduling. These algorithms search 

through enormous solution spaces more efficiently and quickly than classical 

algorithms by making use of the special characteristics of quantum systems.

Machine Learning

Machine Learning is a Quantum algorithm that may improve activities related to 

machine learning, such as pattern recognition, grouping, and neural network 

optimization. To boost the effectiveness of training and inference tasks in machine 

learning, quantum algorithms like the Quantum Support Vector Machine (QSVM) 
and Quantum Neural Networks (QNN) try to leverage quantum features.
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Simulation

Quantum simulators are more effective at simulating quantum systems than 

conventional computers. It is helpful for drug development, material research, and 

understanding quantum phenomena to analyze molecular and chemical systems 

using quantum algorithms like the Variational Quantum Eigensolver (VQE) and 

Quantum Phase Estimation (QPE).

Large Data Analysis

Using quantum algorithms, some large data analysis jobs can be completed more 

quickly. For instance, the Quantum Principal Component Analysis (QPCA) technique 

may effectively execute singular value decomposition while the Quantum Singular 

Value Transformation (QSVT) approach can rapidly extract relevant information from 

enormous datasets.

Graph Theory

The Travelling Salesman Problem (TSP) and graph isomorphism are two issues that 

can be resolved using quantum algorithms. Quantum characteristics are used by 

algorithms like the Quantum Approximate Optimisation Algorithm (QAOA) and the 

Quantum Walks algorithm to examine network structures more thoroughly and 

offer quicker answers.

The creation of usable quantum computers with a sufficient number of qubits and 

low error rates is still in its infancy, despite the fact that quantum algorithms show 

enormous promise. To fully use the promise of quantum algorithms in practical 

applications, it is crucial to overcome technical obstacles including decoherence, 

error correction, and scalability.
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Grover's Algorithm -
Quantum Search

Grover's method is a quantum algorithm that offers a quadratic speedup over 

conventional search algorithms. It was created by Lov Grover in 1996. It is especially helpful 

when looking for a specific item in an unstructured set of data or exploring an unsorted 

database.

The goal of the method is to locate a specific item—the "marked" item—among a group 

of N objects. A brute-force search would typically involve going over each item one at a 

time, which would require an average of N/2 steps. Grover's technique, however, can do 

the identical operation in around N steps.

The quantum state initialization phase and the iterative process serve as the algorithm's 
two basic operating units.
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Initialization of the Quantum State

Iterative Procedure

Initialising a set of N qubits in a superposition of all conceivable states first creates the 

quantum state. Each qubit is subjected to a Hadamard transform, which places them into 

an equal superposition of 0 and 1, to achieve this.

        The required item is marked as a 

special state using an oracle function, 

which is frequently represented as an 

extra qubit flipped to 1 while leaving the 

other qubits unaltered.

           The Grover iteration is performed 

an ideal number of times (about N/4), 
which amplifies the marked item's 
amplitude while decreasing the amplitude 

of unmarked items.

           At last, a qubit measurement is 

performed, bringing the superposition to 

an end and creating a distinct state. The 

likelihood of the measured outcome 

matching the indicated item is high.

           The Grover iteration procedure is 

then carried out. There are two steps to it:
Amplify the amplitude of the 

highlighted item by using a quantum 

operator called the "diffusion 

operator."
Mark the selected object once more 

using the Oracle function
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The core of Grover's technique is an iterative process that continually uses the diffusion 

operator and oracle function to increase the likelihood that the marked item will be found. 

The method converges towards the indicated item and amplifies its likelihood through the 

constructive interference of amplitudes, making it possible to identify it effectively.

It's crucial to note that unlike certain other quantum algorithms (like Shor's factoring 

algorithm), Grover's technique does not offer an exponential speedup. It is useful in 

situations when a large number of unsorted objects need to be searched since it provides 

a quadratic speedup over traditional search methods.

Overall, Grover's technique highlights the special properties of quantum systems by 

showing how quantum computers may solve search problems more quickly than classical 

algorithms.
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SHOR'S
ALGORITHM
The Problem of Integer
Factorization 

CHAP #5 
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One of the most significant and 

extensively researched topics in 

computer science and number theory is 

the problem of integer factorization. It 

entails separating a composite number 

into its prime components. As an 

illustration, the prime factors of the 

number 12 are 2 * 2 * 3.

Formally, the aim is to identify an integer 

N's prime factors or the prime integers 

that when multiplied together equal N. 

The size of the number N increases as 

the difficulty of this task increases.

The implications of integer factorization 

for cryptography are what makes it 

significant. Factoring huge numbers is 

believed to be a computationally 

impossible process by many current 

encryption techniques, including the 

commonly used RSA algorithm. The 

security of these cryptographic systems 

would be significantly affected if an 

effective integer factoring technique 

were to be found.

Over time, researchers have invented 

and improved classical integer 

factorization techniques including 

Pollard's rho algorithm and trial division. 

These methods perform well for small to 

moderate-sized numbers but become 

progressively inefficient as the size of 

the number increases.

An
Introduction
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These conventional methods are inefficient for factoring huge integers with 

several hundred digits since their complexity grows exponentially with the 

number of input digits.

Peter Shor developed a ground-breaking quantum technique for integer 

factorization in 1994. To effectively factor big numbers, Shor's technique 

makes use of the superposition and quantum interference capabilities of 

quantum computing. It offers an exponential speedup over conventional 

methods, which enables it to factorize big numbers in a noticeably shorter 

amount of time.

The factorization is carried out through Shor's method, which combines 

modular exponentiation, quantum Fourier transform, and number theory 

concepts. Quantum Fourier transform and period discovery are its two main 

pillars. Periodicity in a superposition of states may be computed effectively 

using the quantum Fourier transform, and determining the period of a 

modular function—which is necessary for factoring big numbers—can be 

done via period finding.

Shor's technique has a significant effect since it threatens the security of 

many asymmetric cryptographic systems that depend on the difficulty of 

factoring huge numbers. A large-scale, fault-tolerant quantum computer with 

a sufficient number of qubits and low error rates is necessary to perform 

Shor's algorithm on a realistic quantum computer, it should be noted. Such 

quantum computers are currently unavailable.

Shor's technique is dangerous, thus academics have been working hard to 

create post-quantum cryptography to tackle it. These cryptography techniques 

can withstand assaults from both conventional and quantum computers. As 

prospective substitutes for the established RSA and elliptic curve 

cryptography, post-quantum cryptographic algorithms including lattice-based 

cryptography, code-based cryptography, and multivariate cryptography are 

being researched.
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In order to solve the integer factorization issue, a composite number must be 

broken down into its prime components. It is a basic issue that has huge 

significance for cryptography. There are traditional factorization algorithms, 

however, they become ineffective for huge numbers.

Factorization is accelerated exponentially by Shor's algorithm, a quantum 

method, which poses a threat to the security of many cryptographic systems. 

Post-quantum cryptography is being explored as a potential answer to this 

problem.
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OUTLINE
OF SHOR'S
             ALGORITHM

Input -------

The algorithm requires an integer N, the number to be 
factored, as input.



• Initialize the "factor register" and the 

"exponent register," two quantum 

registers, to begin the quantum state.

• Set up the factor register to include all 

conceivable values between 0 and N-1 in 

superposition.

• Put the exponent register in the state |1| 
(or any other desired state).

• Use the factor register as a source for 

the QFT. The Discrete Fourier Transform 

(DFT) has a quantum counterpart known 

as the QFT.

• The QFT converts a superposition of 

their periodicities into a superposition of 

the values in the factor register.

Quantum State
Initialization

Quantum Fourier
Transform
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• Execute modular exponentiation for 

each value in the factor register.

• Exponentiate the value from the factor 

register using a modular exponentiation 

function with the exponent register's 
value as the basis.

• When using the modular exponentiation 

function, the base is increased to the 

power of the exponent modulo N.

• Measure the exponent register.

• The measurement reduces the quantum 

state to a single value that is equal to 

the modular exponentiation's period r.

• Determine the period r from the 

measurement result using a traditional 

approach, such as the continuous 

fraction algorithm or the Euclidean 

algorithm.

Modular
Exponentiation

Measuring and
Period Determination
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• Create a continuing fraction expansion 

from the fraction r/N.

• The continuing fraction offers a logical 

approximation of the fraction that is 

utilized to identify probable N factors.

• Examine the ongoing fraction growth to 

identify possible factors.

• A possible factor is provided if the 

denominator of a fraction in the 

continuous fraction expansion is a 

non-trivial factor of N.

Continuing Fraction
Expansion

Factor Extraction
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• Using conventional techniques, confirm 

the potential factors acquired from the 

ongoing fraction growth.

• To verify the validity of the probable 

variables, see if they divide N equally.

After valid factors have been identified, they should be produced as N's prime factors.

It's vital to remember that steps 3, 4, and 5 are carried out on a quantum computer, 

whereas the other stages are completed using classical computations. Shor's algorithm, 

which allows factorization of big numbers with exponential speedup compared to 

conventional techniques, makes efficient use of the quantum features of superposition and 

quantum interference to calculate the period of the modular exponentiation.

Verification

Produced
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Application of Shor's
Algorithm in Cryptography
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In particular, Shor's method may be used to undermine the security of 

specific cryptographic techniques that depend on the complexity of 

discrete logarithm issues and integer factorization. The following are the 

primary uses of Shor's algorithm in cryptography:
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The most popular public-key encryption method, RSA 

(Rivest-Shamir-Adleman), is predicated on the notion 

that factoring big composite numbers into their prime 

components is computationally impossible. Such 

numbers may be effectively factorized by Shor's 

algorithm, making RSA susceptible to assaults from a 

quantum computer running Shor's algorithm. The 

security of communication secured by RSA encryption, 

including safe online transactions, digital signatures, 

and secure communication protocols, is seriously 

jeopardized by this.

The Diffie-Hellman key exchange protocol is widely 

used to establish secure shared keys between two 

parties over an insecure communication channel. It 

relies on the discrete logarithm problem, which is 

believed to be computationally hard to solve on 

classical computers. However, Shor's algorithm can 

efficiently solve the discrete logarithm problem for 

specific cases, breaking the security of the 

Diffie-Hellman key exchange. This affects 

cryptographic systems that rely on Diffie-Hellman, 

such as the Diffie-Hellman key agreement protocol 

and the Digital Signature Algorithm (DSA).

Cracking RSA Encryption

Elliptic Curve encryption (ECC), a popular public-key 

encryption system that provides the same degree of 

security as RSA and Diffie-Hellman but with lower key 

sizes, is broken. ECC is based on the difficulty of 

solving the discrete logarithm problem for elliptic 

curves. On a quantum computer, Shor's algorithm can 

effectively resolve this issue, putting the security of 

ECC-based encryption, digital signatures, and key 

exchange protocols in jeopardy.

Breaking Elliptic Curve
Cryptography

Other integer factorization-based cryptographic 

schemes, such as the Rabin cryptosystem and other 

varieties of knapsack-based encryption, may also be 

affected by Shor's technique. These approaches, which 

rely on the assumption that factoring huge numbers is 

difficult, maybe effectively defeated by Shor's 

algorithm.

To counteract the threat posed by Shor's algorithm, academics have been working hard to build post-quantum 

cryptography. Post-quantum cryptography systems are intended to be resistant to both classical and quantum 

computer assaults. Alternatives include, among others, lattice-based cryptography, code-based cryptography, 

multivariate cryptography, and hash-based signatures. These techniques strive to offer safe encryption and 

cryptography operations even when powerful quantum computers capable of performing Shor's algorithm are 

present.

Breaking Other Integer
Factorization-Based
Cryptographic Schemes

Breaking Diffie- Hellman
Key Exchange
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A potential area of computing is quantum computing, which uses the concepts of 

quantum physics to carry out intricate calculations. There have been several distinct 

quantum computer models put out and built, each having advantages and difficulties of 

its own. Ion trap quantum computers and topological qubits are two important concepts 

that I will discuss in this answer.

IMPLEMENTATION
AND CHALLENGES

Architectures of
Quantum

Computers

Models of Quantum Computers

P A R T  3
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Ion-trap quantum computers employ individual ions as the essential building blocks for 

processing quantum information. Typically, ions are trapped using electromagnetic fields. 

The ions act as qubits, the quantum equivalent of bits. Laser pulses and electromagnetic 

fields may be used to control and monitor the qubits in an ion trap device.

Here is a detailed explanation of how ion trap quantum computers operate:

Initializing the qubits to a well-defined 

quantum state, usually the ground state 

or a superposition of many states, is the 

first stage. This is accomplished by 

employing laser cooling techniques to 

chill the ions and prepare them in a 

specific condition.

Ion-trap quantum computers

Initialization

Quantum gates are procedures that 

change the qubits' quantum states. Gate 

operations in ion trap quantum 

computers are carried out by exposing 

the ions to precisely calculated laser 

pulses or microwave fields. Complex 

calculations are made possible by these 

gates' ability to entangle qubits.

Gate Operations

In an ion trap system, ions can move 

together and cause interactions between 

qubits, or they can employ intermediary 

ions to mediate the connections. As a 

result, qubit entanglement and 

multi-qubit operations are possible.

Qubit Interactions

The final state of the qubits is measured 

to determine the computation's outcome. 

Typically, this measurement is made by 

employing a method known as quantum 

state tomography or by utilizing lasers to 

detect the fluorescence.

Readout

Ion trap quantum computers have a number of benefits. Because the trapped ions are 

mostly cut off from their surroundings, there are fewer mistakes brought on by 

interactions with the outside world. High-fidelity gate operations may be implemented 

because individual ions can also be addressed and handled precisely.
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Topological qubits are a type 

of qubit that utilizes the 

properties of topological 

quantum states. These qubits 

are created by manipulating 

and braiding exotic particles 

called anyons, enabling 

quantum operations and 

information storage. 

Topological qubits are known 

for their inherent error 

protection and potential for 

fault-tolerant quantum 

computing. While still in the 

early stages of research, they 

hold promise for the 

development of more stable 

and reliable quantum 

computers.

The following are the essential 

characteristics of topological 

qubits:

Topological Qubits
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Topological qubits are built to be robust to specific sorts of faults. The qubits' topological 

features make them less prone to decoherence, which is a key hurdle in quantum 

computing.

Topological Protection

The braiding of quasiparticles is the basic operation in topological qubits. Braiding is the 

controlled exchange of locations of these quasiparticles, which causes a change in the 

quantum state of the system.

Braiding Operations

The fusion of anyons is another key process in topological qubits. When certain types of 

anyons combine, they produce new types of anyons that correspond to the quantum states 

of the qubits.

Anyon Fusion

Because of its topological protection, topological qubits are believed to be naturally 

fault-tolerant. This means that even if certain mistakes occur during the calculation, the 

qubits can still maintain the quantum information's integrity.

Topological qubits are still a relatively young area of study, with major technological and 

theoretical obstacles to overcome. However, their ability to repair errors and withstand 

certain sorts of noise makes them an attractive path for future quantum computing 

improvements.

Fault-Tolerant Computation
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Quantum processors are essential components of quantum computers, as they carry out 

quantum calculations by manipulating and measuring qubits. Building a quantum 

processor entails a variety of physical components and approaches designed to exploit 

quantum mechanics principles. In this answer, I will go into the design of quantum 

computers in great depth.

The creation of qubits—the basic building blocks of quantum information—is the first step 

in creating a quantum processor. Qubits may be implemented using a variety of physical 

systems, including topological states, trapped ions, and superconducting circuits. To allow 

precise quantum operations, each qubit must have characteristics like coherence, 

long-lived states, and precise control.

Quantum Processors and

their Construction

Qubit Implementation

To carry out quantum operations after the implementation of qubits, precise control, and 

manipulation techniques are needed. State initialization, gate operations (such as quantum 

logic gates), entanglement formation, and qubit measurements are a few examples of 

these operations. The particular control methods rely on the physical platform being 

utilized to implement qubits. For instance:

• Superconducting qubits: These qubits depend on microwave pulses and control 

electronics to manipulate superconducting electrical circuits.

• Trapped ions: Qubits are stored as internal energy levels of individual ions, which may be 

controlled by electromagnetic fields and laser pulses.

• Topological qubits: To carry out quantum operations, anyons or topological states are 

braided, necessitating exact control over their mobility and interactions.

Qubit Control and Manipulation
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Interconnectivity between qubits is frequently necessary for quantum processors to 

perform sophisticated computations. Entangling operations and the execution of 

multi-qubit gates are made possible by this link. There are numerous techniques to 

establish a connection between qubits:

• Direct coupling of qubits: Some topologies, such as superconducting circuits, allow for 

the direct coupling of adjacent qubits through shared resonators or transmission lines.

• Intermediary ions can mediate interactions between distant qubits in trapped ion systems 

through collective vibrational modes.

• Topological approaches: For braiding and indirect interactions, topological qubits rely on 

the intrinsic characteristics of their anyons or topological states.

Quantum Interconnectivity

Decoherence and other environmental conditions can lead to faults in quantum computers. 

Error correction strategies are used to lessen these mistakes. These methods entail 

implementing error-detecting and error-correcting codes as well as redundantly encoding 

quantum information over several qubits. The details of error correction depend on the 

qubit implementation that is used and the types of faults that are encountered.

Error Correction and Noise Reduction

As quantum computers develop in size and complexity, scalability and quantum 

architecture become increasingly important. The ability to add additional qubits while 

preserving control and interconnection needs is referred to as scalability. The configuration 

of qubits and their interconnection in quantum architecture is designed to optimize for 

efficient quantum operations and minimize error rates. To create scalable and fault-tolerant 

quantum computing, many designs such as linear arrays, two-dimensional grids, and more 

sophisticated structures are being investigated.

Scalability and Quantum Architecture
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Readout and measurement techniques are used at the end of computation to retrieve 

information from qubits. These strategies differ depending on how the qubit is 

implemented. In superconducting circuits, for example, measurements are often 

accomplished by amplifying and detecting microwave signals generated by the qubits. 

Laser-induced fluorescence or quantum state tomography can measure trapped ion 

systems.

Building quantum computers is a multidisciplinary endeavor requiring knowledge of 

physics, engineering, materials science, and computer science. Researchers and engineers 

continue to investigate and improve numerous techniques to build robust and scalable 

quantum processors, aiming to realize the full potential of quantum computing for various 

applications.

Readout and Measurement
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Quantum errors and error correction are key ideas in quantum computing that deal with 

the difficulties of correctly maintaining and manipulating quantum information. Errors in a 

quantum system can originate from a variety of sources, including decoherence, imprecise 

control operations, and external noise. These flaws can cause quantum states to degrade 

and quantum information to be lost.

Quantum errors are aberrations or unintended modifications that take place in a quantum 

system during its development or management. The two main categories of quantum 

errors are:

When a qubit's (quantum bit) state switches from |0> to |1> or vice versa, bit-flip 

errors take place. These errors may result from flaws in quantum gates or outside 

noise.

Bit-flip Errors

Phase-flip errors happen when a qubit state's phase changes, changing the 

probability amplitudes in an undesirable way. Inaccuracies in quantum gates or 

outside noise might potentially be the source of these problems.

Phase-flip Errors

Quantum
Errors
and Error
Correction
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QEC is a method for preventing errors 

from affecting quantum information. It 

entails encoding quantum states in a 

bigger area, referred to as a "code space," 
and putting in place procedures to find 

and fix faults that might happen during 

computation or storage. Similar to 

error-correcting codes used in classical 

information theory, the fundamental notion 

underpinning quantum error correction is 

the introduction of redundancy.

Quantum Error Correction
(QEC)

Stabilizer codes are a well-known subclass 

of quantum error-correcting codes. A 

group of "stabilizer operators" that 

commute with one another create stabilizer 

codes. These operators are tensor products 

of the three qubit-specific Pauli operators 

(X, Y, and Z). By monitoring the stabilizer 

operators, which reveal information about 

the error syndromes, stabilizer codes can 

identify and fix faults.

Stabilizer Codes

Error syndrome measurements are used to 

find errors in a quantum code. The 

encoded qubits are subjected to a series of 

measurements to identify the error 

syndromes, which point to the existence 

and location of faults. The results of the 

syndrome measurement analysis can be 

used to find and fix errors.

Error Syndrome
Measurement

After obtaining the error syndromes, error 

repair procedures are used to restore the 

original quantum state. These operations 

may include the use of Pauli operators 

based on the results of the syndrome 

measurement. The error may be undone 

and the original quantum information 

retrieved by using the right repair methods.

Error correction operations
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Decoherence refers to the loss of 

coherence and entanglement caused by 

interactions with the environment in 

quantum systems. Decoherence can create 

errors and reduce the efficacy of 

error-correcting procedures.

Decoherence

According to the no-cloning theorem, it is 

impossible to produce a perfect replica of 

an arbitrary unknown quantum state. This 

presents difficulties in validating and fixing 

errors without interfering with the encoded 

quantum information.

The No-Cloning
Theorem

To implement fault-tolerant quantum error 

correction, individual qubits, and processes 

must have a low error rate. The 

fault-tolerant threshold defines the error 

rate below which error repair is possible. 

Overcoming this barrier is critical for 

large-scale, error-resistant quantum 

computing.

To summarize, quantum errors are deviations or changes in quantum systems, whereas 

quantum error correction is a mechanism for protecting and preserving quantum 

information against errors. It is feasible to minimize mistakes and increase the 

dependability of quantum computing by encoding the quantum states, undertaking error 

syndrome measurements, and applying suitable error correction processes. However, issues 

such as decoherence and the no-cloning theorem make it difficult to develop efficient 

error correction schemes in quantum computing.

Fault-tolerant
Threshold

Due to the intrinsic features of quantum systems, implementing quantum error correction 

presents many challenges:

Challenges of Quantum Error Correction
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There are several platforms for running quantum experiments, and each one represents 

and manipulates quantum information using a distinct physical system. These systems are 

frequently referred to as quantum computing hardware or quantum computing 

technology. The major platforms are listed below, along with succinct descriptions of 

each: 

07
Chapter

Available Platforms for

Quantum  Experiments

EXPERIMENTING
WITH QUANTUM
COMPUTERS
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Superconducting qubits

A major possibility for quantum computer 

construction is superconducting qubits. The 

quantum states of the qubits are 

determined using specialized electronics 

after being altered by microwave pulses. 

Researchers may execute quantum 

experiments remotely thanks to the 

cloud-based access that IBM and Google, 

two major providers, provide for their 

superconducting quantum computers.

Trapped Ions

Another well-known quantum computing 

platform is trapped ions. Ions are trapped 

using electromagnetic fields and their 

quantum states are altered using laser 

beams in this procedure. Companies like 

IonQ and Honeywell work with trapped 

ions and offer cloud-based access to their 

ion-trap quantum computers.

Photonic Quantum
Computing

Photonic quantum computing processes 

and encodes quantum information using 

photons (quantum particles of light). 
Various optical devices, such as beam 

splitters and phase shifters, are used to 

alter photons. Several academic and 

industry laboratories are researching 

photonic quantum computing.

Topological Quantum
Computing

Anyons, exotic quasiparticles with 

non-Abelian braiding features, are used in 

topological quantum computing. Microsoft 

has been a pioneer in this field, 

investigating topological qubits utilizing a 

kind of particle known as the Majorana 

fermion.
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Nuclear Magnetic
Resonance

Nuclear spins in molecules are manipulated 

in NMR-based quantum computing. 

Despite its scaling limits, it remains a viable 

platform for instructional purposes and 

small-scale studies.

Topological Quantum
Computing

Quantum dots are semiconductor 

structures capable of trapping individual 

electrons. They can be utilized as qubits, 

and their quantum states can be controlled 

electrically. Quantum dots have the 

potential for quantum computation as well 

as quantum communication.
Neutral Atoms

Using lasers, neutral atoms may be 

captured and controlled, and their intrinsic 

states function as qubits. This platform has 

the benefit of lengthy coherence times and 

scalability. Companies such as IonQ and 

ColdQuanta are developing quantum 

computing applications using neutral 

atoms.

Superfluid Helium

Although less prevalent, superfluid helium 

has been employed to examine quantum 

phenomena. It enables the production of 

macroscopic quantum states and has been 

applied in a variety of experimental 

settings.

It's crucial to keep in mind that the field of quantum computing is quickly developing, and 

there may be new platforms or technological developments since my previous knowledge 

update. To realize scalable and fault-tolerant quantum computers, several businesses and 

academic organizations are actively attempting to enhance current platforms and 

investigate new ones. Researchers may now often experiment with quantum algorithms 

without having their physical quantum gear thanks to cloud-based access to quantum 

computers.
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Quantum gates and quantum bits (qubits) are used to manipulate and process quantum 

information in basic quantum calculations. I'll give a high-level review of the fundamental 

elements and ideas behind straightforward quantum calculations in this discussion.

Information is processed in traditional computers using bits, which can either have a value 

of 0 or 1. Quantum bits, or qubits, are used in quantum computing. Qubits, in contrast to 

conventional bits, may exist in a superposition of states, concurrently indicating 0 and 1. 

Due to this special characteristic, quantum computers can solve some problems 

exponentially quicker than conventional computers.

In mathematics, a ket vector is used to represent the state of a single qubit. The following 

is a general single-qubit state:

|ψ> = α|0> + β|1>

Here, |0> and |1> are the basis states that reflect the classical states 0 and 1, α and β are 

complex values known as probability amplitudes.

Implementing Simple
Quantum Computations

Quantum Bits (Qubits)
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The fundamental components of quantum calculations are quantum gates. They are 

comparable to the logic gates used in traditional computers. To carry out calculations, 

quantum gates alter the states of the qubits. The Hadamard gate (H), Pauli gates (X, Y, Z), 
and Controlled-NOT gate (CNOT), among others, are typical quantum gates.

A unitary matrix is used to represent each quantum gate, and adding a gate to a qubit is 

the same as multiplying its state vector by the unitary matrix.

Quantum Gates

To execute a calculation, a quantum circuit consists of a series of quantum gates that are 

applied to qubits in a certain order. Quantum circuits are comparable to how logical 

operations are placed in order in traditional computer programs.

Quantum Circuit

We carry out measurements to get information from quantum states. A qubit's 
superposition is collapsed during measurement into one of its base states (|0> or |1>), with 

a probability that is defined by the square of the probability amplitudes.

Measurement
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Quantum computing has received a lot of 

interest because of its ability to handle 

complicated problems considerably quicker 

than traditional computers. Quantum 

computers use quantum mechanical 

features like superposition and 

entanglement to execute calculations. As 

quantum hardware and quantum error 

correction techniques advance, the 

prospects for quantum computing become 

more intriguing. Some significant areas 

where quantum computing might have a 

transformational influence include:

Prospects for

Quantum

Technology

Development

Quantum
Computing

Cryptography  Quantum 

computers have the potential to break 

widely used encryption techniques, such as 

RSA and ECC, which rely on the difficulty 

of factoring huge numbers. As a result, 

quantum-safe cryptographic algorithms are 

being developed to assure data security in 

the post-quantum future.

Optimization  Quantum 

algorithms such as the Quantum 

Approximate Optimization Algorithm 

(QAOA) and the Variational Quantum 

Eigensolver (VQE) show promise in tackling 

optimization issues in a variety of 

industries, including supply chain 

management, banking, and logistics.

Machine Learning  Quantum 

machine learning algorithms seek to speed 

up activities such as pattern recognition, 

data clustering, and recommendation 

systems, with the potential to revolutionize 

artificial intelligence.

Material Science  Quantum 

simulations can reveal details about the 

behavior of quantum systems, facilitating 

the identification of novel materials with 

specific features for use in electronics, 

energy storage, and other fields.



66

Quantum Networks  
By creating large-scale quantum 

communication networks, quantum 

entanglement may be distributed across 

nodes, and safe communication over great 

distances is made possible. These networks 

could serve as the foundation for 

upcoming quantum internet applications.

Quantum Cryptography  
Since quantum information cannot be 

intercepted or measured without causing 

noticeable disruptions, quantum 

communication enables unconditionally 

secure encryption. Because of this, it is very 

appealing for sensitive applications like 

secure communication between 

governments and financial organizations.

Quantum communication uses the ideas of quantum physics to provide safe and 

unchangeable information transfer. Following information-theoretic security, two parties 

can create a secret cryptographic key using quantum key distribution (QKD) protocols. 

Quantum communication may have the following future applications:

Quantum Communication

Gravitational Wave 
Detection  
Quantum-enhanced interferometry might 

dramatically improve gravitational wave 

detector sensitivity, yielding new insights 

into astrophysics and cosmology.

tt

Magnetic Field Sensing 
By sensing minute changes in magnetic 

fields, quantum magnetometers have the 

potential to revolutionize industries such as 

geophysics, mineral exploitation, and 

medical imaging.

tt

Due to the quantum phenomenon known as entanglement, quantum sensors may attain 

exceptional precision in measurements. Quantum metrology improves sensitivity in areas 

such as navigation, geodesy, and gravitational wave detection. Prospects for quantum 

sensing and metrology include the following:

Quantum Sensing and Metrology
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Superconductors  
The discovery and creation of 

high-temperature superconductors have 

the potential to improve power 

transmission, energy storage, and magnetic 

resonance imaging (MRI) technologies.

tt

Advances in quantum materials may open the way for innovative gadgets and systems with 

previously unimaginable characteristics and capabilities. Quantum engineering is 

concerned with the design and management of quantum systems for specific purposes. 

Among the possible candidates are:

Topological Quantum 
Computing  
Research into topological quantum states 

and anyonic particles may lead to more 

resilient and error-resistant quantum 

computer qubits.

tt

Quantum Materials and Quantum

Engineering
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Scalability  
Due to the sensitive nature of qubits and 

their sensitivity to decoherence, building 

large-scale, fault-tolerant quantum 

computers remains a considerable

issue.

Error Correction  
It is critical to limit faults in quantum 

algorithms by developing efficient 

quantum error correction codes and 

implementing fault-tolerant quantum 

processing.

Hardware
Reliability  

To make quantum computers more 

trustworthy and practicable, quantum 

hardware platforms must increase their 

qubit coherence times, gate fidelities, and 

error rates.

Interdisciplinary 
Collaboration  

To solve problems and produce integrated 

quantum solutions, physicists, engineers, 

computer scientists, and other 

professionals must collaborate.

The combination of quantum computing and machine learning has the potential to unlock 

new AI capabilities. Quantum AI might speed up processes like optimizing deep learning 

models and improving pattern recognition systems.

Quantum Artificial Intelligence (AI)

The development of cloud-based quantum computing services allows academics and 

enterprises to use quantum computing resources without creating their quantum hardware. 

This broadens access to quantum computing and accelerates advancement in various 

fields.

While the potential for quantum technology is great, some obstacles must yet be 

addressed:

Cloud-based quantum computing

services
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Combinatorial problem optimization is a key field of research in both conventional and 

quantum computing. Combinatorial issues require finding the optimum answer among a 

large number of potential combinations, making them computationally difficult and 

time-consuming to tackle efficiently on traditional computers. Optimization strategies 

seek the ideal solution that minimizes or maximizes a certain objective function while 

efficiently exploring the huge solution space. Let's take a closer look into optimizing 

combinatorial problems:

Practical Applications of Quantum

Computers

Optimization of Combinatorial Problems

THE FUTURE OF
QUANTUM
COMPUTERS
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Traveling Salesman Problem (TSP)

Combinatorial difficulties emerge when we need to choose amongst a finite collection of 

discrete elements to attain a certain goal. These issues frequently entail determining the 

appropriate mix of elements to optimize an objective function. Some examples of classic 

combinatorial optimization issues are:

The TSP finds the shortest path that visits a collection of cities precisely once 

before returning to the beginning city.

Combinatorial difficulties

Knapsack Problem

Given a collection of objects, each with a weight and a value, the aim is to find 

the most valuable combination of goods that will fit into a restricted capacity.

Graph Colouring

The goal of graph coloring is to color the nodes of a graph with as few colors as 

possible so that no two neighboring nodes have the same color.

Maximum Cut

In this task, the goal is to split a graph's nodes into two sets while maximizing 

the number of connections between the sets.
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Exact Algorithms

For combinatorial issues, traditional optimization methods often fall into two categories:

For big issue sizes, these algorithms may be computationally costly but they 

ensure finding the best answer. Examples include dynamic programming, branch 

and bound, and integer linear programming (ILP).

Conventional Optimisation Methods

Heuristic and metaheuristic algorithms

These techniques swiftly approximate the ideal result but do not ensure it. Ant 

colony optimization, simulated annealing, and genetic algorithms are a few 

examples.

For small to medium-sized combinatorial problems, classical methods can be useful. But as 

the size of the issue rises, so does the amount of time needed to identify the best 

solution, making them impractical for real-world applications with huge datasets.
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Quantum Approximate Optimization

method (QAOA)

Combinatorial optimization issues may be solved exponentially more quickly thanks to 

quantum computing. For optimization purposes, many quantum algorithms have been 

developed:

Designed to locate nearly optimum answers to combinatorial problems, QAOA is 

a hybrid quantum-classical method. To improve the quality of the approximation, 

it employs a parameterized quantum circuit that is iteratively optimized in a 

classical loop.

Quantum Optimization algorithms

Quantum annealing

To search the solution space and identify accurate approximations to 

combinatorial optimization problems, quantum annealers, like those provided by 

D-Wave Systems, employ a quantum form of simulated annealing.

Variational Quantum Algorithms

To approach the ground state energy of a quantum system, variational quantum 

algorithms, such as the Variational Quantum Eigensolver (VQE), use quantum 

circuits with conventional optimization methods. Chemistry and material science 

might both benefit from this method.
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When working with big and complicated 

combinatorial issues, the quantum 

advantage in optimization becomes clear. 

In terms of processing speed and 

efficiency, quantum algorithms have the 

potential to beat conventional algorithms, 

enabling them to identify excellent answers 

considerably more quickly.

To get a quantum edge in optimization 

tasks, large-scale, error-corrected quantum 

computers must be built, which is important 

to emphasize. The size and stability of the 

current quantum technology are limiting 

the practical applications of quantum 

optimization techniques. To fully utilize 

quantum optimization, researchers are 

continually striving to improve quantum 

hardware and error correction methods.

In combinatorial optimization, hybrid 

quantum-classical techniques are 

becoming more popular. These techniques 

combine the benefits of conventional and 

quantum algorithms to effectively handle 

complicated issues. In hybrid algorithms, 

the quantum processor takes care of the 

individual subproblems while the 

coordination and general optimization are 

handled by the classical components.

In conclusion, both conventional and 

quantum computers rely heavily on the 

optimization of combinatorial problems. 

While traditional optimization methods 

work well for small-scale issues, quantum 

algorithms have the potential to 

exponentially speed up optimization 

processes on huge datasets. We may 

anticipate more effective and precise 

solutions to challenging optimization 

issues with a wide range of practical 

applications as quantum computing 

technology develops.

Hybrid
techniques

Quantum
Advantage
in Optimisation
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Molecular
Simulations and
Drug Design
The domains of computational chemistry and pharmaceutical research that are most 

important are molecular simulations and drug design. To analyze the interactions between 

molecules, comprehend their behavior, and create new medications or improve ones that 

already exist, computational approaches are used. Let's examine these subjects in depth:

Molecular simulations simulate the behavior and interactions of molecules at the atomic or 

molecular level using computational models. These simulations offer important insights 

into the molecular systems' dynamics, structure, and energetics, which are sometimes 

difficult to directly see using experimental techniques. Several frequently employed 

molecular simulation methods are as follows:

Molecular Simulations
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MC simulations investigate the configurational space of molecules and compute 

thermodynamic characteristics using probabilistic sampling. Phase transitions, 

thermodynamic equilibria, and other statistical mechanics-related phenomena are 

frequently studied using MC approaches.

Monte Carlo (MC) Simulations

To explore chemical processes and enzyme catalysis in large molecular systems, QM/MM 

simulations combine classical molecular physics (faster but less precise) with quantum 

mechanical calculations (accurate but computationally expensive).

Quantum Physics/Molecular Mechanics

(QM/MM) Simulations

Free Energy Calculations

Free energy calculations are used to calculate the energy differences involved in molecular 

interactions as well as the relative stability of various molecular conformations. 

Understanding ligand binding to proteins and developing drugs depend on these 

estimates.

By resolving Newton's equations of motion, MD simulations model the motion of atoms 

and molecules across time. Researchers may examine protein folding, protein-ligand 

interactions, and the stability of molecular structures by numerically integrating these 

equations. They can also explore the dynamic behavior of molecules.

Molecular Dynamics (MD)
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Drug design, additionally referred to as rational drug design, is the process of developing 

new medications or enhancing current ones using knowledge of the chemical interactions 

between drugs and their target molecules (for example, proteins or enzymes). 
Computational approaches are crucial at several phases of the drug design process:

Drug Design

By analyzing biological data and 

performing virtual screening of databases 

containing possible target molecules, 

computational approaches can find 

prospective therapeutic targets, such as 

proteins implicated in disease processes.

Target
Identification

Virtual screening approaches can quickly 

scan massive databases of chemical 

compounds to find prospective lead 

molecules that may interact with the target 

and serve as beginning points for drug 

development.

Identification of Lead
Compounds

Molecular docking models estimate how a 

tiny molecule interacts with its target 

protein. This enables researchers to better 

understand binding interactions, identify 

critical residues involved in binding, and 

optimize medication structure for greater 

binding affinity.

Molecular
docking

Computational models can forecast 

potential drug candidates' ADME and 

toxicity profiles, giving vital information on 

their safety and efficacy.

ADMET (Absorption,
Distribution, Metabolism,
Excretion, and Toxicity)
Predictions

Using molecular modeling and docking 

data, researchers may create and change 

drug candidates to increase potency, 

selectivity, and pharmacokinetic features.

Structure-Based Drug
Design

This approach includes screening libraries of 

tiny molecular fragments, which are 

subsequently assembled and optimized to 

generate more effective drug candidates.

Fragment-Based Drug
Design
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Drug design becomes more efficient and cost-effective by merging computational 

approaches with experimental data. Computational techniques aid in the prioritization of 

drug candidates, the reduction of costly and time-consuming tests, and the production of 

more effective and safer medications.

Overall, drug design and molecular simulations are important components of 

contemporary pharmaceutical research. They permit the creation of targeted and 

personalized medicines for a variety of illnesses, speed up the drug discovery process, 

enable the study of huge chemical space, and may even improve patient outcomes 

globally.
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Artificial Intelligence (AI) and Machine Learning (ML) are two interrelated branches of 

computer science that deal, respectively, with constructing intelligent systems and 

enabling computers to learn from data. Let's take a closer look at each of these ideas:

Artificial

Intelligence and

Machine Learning
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AI is a discipline of computer science that tries to create computers or systems that can do 

activities that normally require human intelligence. The ultimate objective of AI is to 

develop robots that can think, learn, adapt, and make decisions on their own, much like 

humans.

Artificial Intelligence (AI)

AI is a discipline of computer science that tries to create computers or systems that 

can do activities that normally require human intelligence. The ultimate objective of 

AI is to develop robots that can think, learn, adapt, and make decisions on their 

own, much like humans.

Narrow AI (Weak AI)

General AI, also known as Artificial General Intelligence (AGI), refers to AI systems 

that can comprehend, pick up, and carry out any intellectual work that a person is 

capable of. AGI is still only a theoretical idea that has yet to be completely realized.

Among the critical fields of AI research and application is:

Machine Vision   AI systems are capable of interpreting and comprehending visual 

data, such as picture recognition and object detection.

Natural Language Processing (NLP)   Artificial intelligence systems allow comput-

ers to perceive, analyze, and synthesize human language, allowing applications such 

as language translation and sentiment analysis.

Robotics   Artificial intelligence-enabled robots are capable of doing physical tasks 

automatically or with minimum human assistance.

Expert Systems   AI systems replicate human experts' decision-making processes in 

certain domains such as medical diagnosis or financial analysis.

General AI (Strong AI)
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To learn from, machine learning algorithms 

need a lot of data. The model is trained 

using this data to enable generalization to 

fresh, new samples.

A subset of AI, machine learning (ML) focuses on the creation of statistical models and 

techniques that let computers learn from data without being explicitly programmed. The 

main objective of machine learning (ML) is to enable machines to enhance their 

performance on a particular activity via experience (data).

Machine Learning (ML)

Data

Features are the specific variables or 

properties that are present in the data. 

The patterns and traits of the data that 

the model learns from are represented by 

them.

Features

A machine learning model is a 

mathematical representation or algorithm 

that learns from data and makes 

predictions or decisions based on that 

learning.

Model

Following the training phase, the model is tested on fresh, previously unknown data to 

assess its performance and generalizability.

Testing/Evaluation

The model is exposed to labeled data 

during the training phase, and it modifies 

its internal parameters to minimize the 

error or discrepancy between its 

predictions and the actual outcomes.

Training
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In supervised learning, input and output are supplied, and the 

system is trained using labeled data. To accurately predict outcomes 

from unknown data, the model must understand the relationship 

between inputs and outputs. 

Types of Machine Learning

Supervised Learning

Unsupervised learning is the process of discovering patterns, 

structures, or representations in unlabeled data without the need for 

explicit instructions. 

Unsupervised learning

Reinforcement learning is the process of teaching agents to interact 

with their surroundings and learn by getting feedback (rewards or 

penalties) depending on their actions. Maximizing cumulative 

rewards over time is the agent's objective.

Reinforcement Learning

This method combines supervised and unsupervised learning, using 

both labeled and unlabeled data to train the algorithm.

Semi-Supervised Learning

Transfer learning is the process of using information from one task or 

area to enhance learning and performance in a different activity or 

domain that is related.

Transfer learning
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Machine learning (ML) is widely employed in image and speech recognition tasks, 

allowing technologies such as voice assistants, self-driving automobiles, and facial 

recognition systems.

Applications of Machine Learning

Image and Speech Recognition

ML underpins several NLP applications, such as sentiment analysis, text 

production, and machine translation.

Natural Language Processing

Machine learning (ML) is utilized in medical diagnostics, medication development, 

and personalized therapy recommendations.

Healthcare

Machine learning algorithms are used in fraud detection, credit risk evaluation, 

and algorithmic trading.

Finance

Machine learning underpins recommendation engines on platforms such as 

Amazon, Netflix, and Spotify, which propose items or content based on user 

behavior.

Finally, Artificial Intelligence and Machine Learning are transformative areas with enormous 

promise for revolutionizing businesses and determining the future. As technology 

advances, AI and ML will play more important roles in our daily lives, tackling difficult 

issues and enhancing efficiency across several disciplines.

Recommender Systems
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CHALLENGES
AND ETHICAL
QUESTIONS

Quantum security and breaking 

cryptography are closely 

connected topics that derive 

from quantum computers' ability 

to significantly alter the area of 

encryption. To grasp this, let us 

first examine the fundamentals 

of quantum computing and its 

consequences for cryptographic 

systems.

Quantum
Security
and Breaking
Cryptography

CHAP # 9
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Quantum computing is a novel computer approach that processes information using 

quantum mechanics concepts. Unlike classical computers, which store and manipulate data 

using bits (represented by 0s and 1s), quantum computers employ quantum bits or qubits. 

Qubits may exist in numerous states at the same time, which is known as superposition. 

This allows quantum computers to do particular sorts of computations tenfold quicker than 

conventional computers.

Cryptography is the study of transforming plaintext into ciphertext using cryptographic 

algorithms and keys to secure communication and data. The computational difficulty of 

some mathematical problems is used to ensure the security of conventional cryptography 

systems. The widely used RSA and ECC (Elliptic Curve Cryptography) techniques, for 

example, are predicated on the difficulty of factoring huge integers and solving the elliptic 

curve discrete logarithm issues.

Quantum computation

Quantum Security and Cryptography
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Quantum computing has the potential to undermine the security of many traditional 

cryptographic techniques for two reasons:

Shor's algorithm is the most dangerous to traditional cryptography posed by 

quantum computers. This quantum technique, proposed by mathematician Peter 

Shor in 1994, may effectively factor huge composite numbers and solve the discrete 

logarithm issue, on which various cryptographic systems, such as RSA and ECC, rely 

for security. Inefficiently factoring huge numbers would render RSA unsafe while 

solving the discrete logarithm issue would break ECC.

Shor's algorithm uses quantum parallelism and quantum interference to identify 

prime factors of big numbers tenfold quicker than the most well-known 

conventional techniques. As a result, commonly used public-key cryptography 

systems that rely on these mathematical difficulties may be vulnerable to large-scale 

quantum computer assaults.

The Shor Algorithm

Another quantum algorithm that influences symmetric-key cryptography is Grover's 
algorithm. This approach can search an unsorted database of N items in around N 

steps, whereas traditional algorithms take an average of N/2 steps. Grover's 
approach, as a result, decreases the security level of symmetric encryption keys by 

half. For example, if a symmetric key requires 128 bits of protection against 

conventional assaults, Grover's technique reduces it to about 64 bits against 

quantum attacks.

The Grover Algorithm
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Quantum-Proof Cryptography

Researchers have been working on building quantum-resistant, or post-quantum, 

cryptographic algorithms to mitigate the danger posed by quantum computers to 

conventional cryptography systems. These methods are intended to offer security even 

when powerful quantum computers are present.

Quantum-resistant algorithms are built on several mathematical issues that are thought to 

be difficult even for quantum computers. Lattice-based cryptography, code-based 

cryptography, hash-based signatures, multivariate polynomial cryptography, and other 

post-quantum cryptographic methods are examples.

The move to quantum-resistant encryption is critical because developing, standardizing, 

and implementing these new algorithms takes time and effort. Furthermore, unless current 

systems are updated to quantum-resistant equivalents, they may remain susceptible.

Finally, the field of cryptography faces both obstacles and potential as a result of quantum 

computing. While quantum computers have the ability to defeat several commonly used 

encryption methods, continuing research in quantum-resistant cryptography strives to 

provide safe alternatives. As quantum technology evolves, organizations and governments 

must prepare for the future by implementing quantum-resistant cryptographic solutions to 

assure the continuous security of important data and communications.
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Quantum technologies have 

their own unique set of ethical 

issues that must be carefully 

considered in order to 

guarantee responsible 

development and deployment, 

just like with any other new 

technology. These ethical issues 

cover a wide range of topics, 

such as abuse potential, social 

effects, privacy, and security. 

Let's examine some of the main 

moral issues surrounding 

quantum technology.

Ethical
Considerations
Related to
Quantum
Technologies
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Certain traditional cryptographic techniques that support data security and privacy on the 

internet might be compromised by quantum computing. There is a chance that sensitive 

data transported and stored using current encryption techniques might be hacked as 

quantum computers gain in strength. This raises questions regarding the integrity and 

confidentiality of private information, including financial data, health records, and private 

communications.

Researchers and business stakeholders must hasten the creation and use of 

quantum-resistant cryptographic algorithms in order to reduce these hazards. Furthermore, 

organizations need to be proactive in protecting sensitive data from any future quantum 

attacks.

Privacy and Data Security

Beyond encryption, quantum technologies have ramifications for cybersecurity. By 

supplying unconditionally secure communication channels, quantum communication 

systems that make use of the concepts of quantum physics, such as quantum key 

distribution (QKD), provide a potential option to improve data security. However, 

considerable consideration must be taken when using such technologies, and any threats 

particular to quantum communication must be properly examined and countered.

Cybersecurity
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Scientific research, drug discovery, optimization, and machine learning are just a few of the 

possible computational uses of quantum computing. Its potential abuse for nefarious 

reasons, such as hacking into secure systems, decrypting private information, or upsetting 

vital infrastructure, is a cause for worry.

Strict rules should be developed to avoid misuse or the spread of hazardous capabilities, 

and ethical research and development procedures should be followed to guarantee that 

quantum computing technology is used for ethical and constructive reasons.

Ethical Applications of Quantum

Computational

As quantum technologies develop, there is a possibility that a technological divide may 

emerge, leaving some nations or organizations without access to the most advanced 

quantum computing capabilities. Existing inequities in societal growth, economic 

opportunity, and scientific research might be made worse by this disparity.

It is important to encourage fair access to quantum technologies and make sure that 

everyone throughout the world benefits from these breakthroughs. This issue may be 

addressed by international partnerships and programs that provide researchers and 

innovators in underdeveloped nations access to quantum resources.

Equity and Access
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Quantum technologies, in particular quantum computing, have the potential to disrupt 

markets for goods and labor. Certain procedures and tasks now carried out by humans 

may be automated or addressed more effectively by quantum algorithms as quantum 

computing becomes more prevalent. In some industries, this can result in job displacement.

Society must prepare for the impact of quantum technologies on employment by investing 

in education and reskilling programs that will provide individuals with the skills required in 

a quantum-enabled society.

Combining quantum computing with AI and machine learning raises new ethical concerns. 

Quantum machine learning algorithms may produce tremendous data processing and 

pattern recognition capabilities, raising issues about privacy, prejudice, and the possibility 

of unforeseen effects in AI decision-making.

When implementing quantum machine learning systems, developers and governments 

must adhere to ethical AI concepts and frameworks that address fairness, transparency, 

accountability, and privacy.

Ethical AI and Quantum Machine Learning

Effect on Employment
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Quantum computing necessitates the use of specialized hardware, such as 

superconducting qubits or trapped ions, which must be kept at extremely low temperatures 

and isolated from outside disturbance. This raises worries regarding quantum technologies' 
environmental effects, especially their energy consumption and the materials needed to 

build quantum technology.

While taking into account the environmental effects of scaling up quantum technology, 

research and development activities should concentrate on making quantum computing 

more sustainable and energy-efficient.

Finally, quantum technologies have considerable potential in terms of developing 

numerous disciplines and tackling challenging challenges. However, in order for them to 

be utilized responsibly, safely, and for the benefit of society as a whole, their development 

and deployment must be driven by ethical concerns. Collaboration among stakeholders, 

including academics, politicians, industry leaders, and ethicists, is critical to addressing 

these ethical concerns and ensuring quantum technologies have a good influence on 

mankind.

Environmental Impact
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AaoBC2d3cy13aXotaW1nwAEB&sclient=img&ei=LAq0ZNfHKeXensEPj8q1yA8&bih=1022&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=DnMkz1Se6tmV-M

- https://www.google.com/search?q=Hadamard+gates&tbm=isch&ved=2ahUKEwi1z97g5pOAAxU6micCHaz2Dj0Q2-cCegQIABAA&oq=Hadamard+gates&gs_lcp=CgN

pbWcQAzIFCAAQgAQ6BAgjECc6BwgAEBgQgAQ6BggAEAcQHlDLCliZwgFgn9IBaAJwAHgAgAHOBIgB9RySAQoyLTExLjAuMS4xmAEAoAEBqgELZ3dzLXdpei1pbWf

AAQE&sclient=img&ei=pi-0ZLXkI7q0nsEPrO276AM&bih=1022&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=qyltj1ynWFHDUM&imgdii=G5jZEpjcIfx6qM

- https://www.google.com/search?q=CNOT+Gate&tbm=isch&ved=2ahUKEwjFg4CB6JOAAxW4sCcCHSW9CaUQ2-cCegQIABAA&oq=CNOT+Gate&gs_lcp=CgNpbWc

QAzIHCAAQigUQQzIFCAAQgAQyBQgAEIAEMgUIABCABDIFCAAQgAQyBggAEAUQHjIGCAAQBRAeMgcIABAYEIAEMgcIABAYEIAEMgcIABAYEIAEUJELWJELYN4U

aABwAHgAgAHbAYgBsAOSAQMyLTKYAQCgAQGqAQtnd3Mtd2l6LWltZ8ABAQ&sclient=img&ei=9jC0ZMWwKbjhnsEPpfqmqAo&bih=1022&biw=1920&rlz=1C5CHFA_

enPK1027PK1027#imgrc=RopIQbgJRZvyWM&imgdii=RbXVAYGidlNmRM

- https://www.google.com/search?q=Quantum+Logic+Circuits&tbm=isch&ved=2ahUKEwipy6vl9pOAAxXlsEwKHQIgB5cQ2-cCegQIABAA&oq=Quantum+Logic+Circuit

s&gs_lcp=CgNpbWcQAzIHCAAQGBCABDoHCAAQigUQQzoFCAAQgAQ6BggAEAcQHjoGCAAQCBAeUMEKWMEKYJcWaABwAHgAgAHmAogB2gSSAQUyLTEuM

ZgBAKABAaoBC2d3cy13aXotaW1nwAEB&sclient=img&ei=d0C0ZOmzDOXhsgKCwJy4CQ&bih=1022&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=ejYigtVMiZ0FZ

M

- https://www.google.com/search?q=Quantum+Logic+Circuits&tbm=isch&ved=2ahUKEwipy6vl9pOAAxXlsEwKHQIgB5cQ2-cCegQIABAA&oq=Quantum+Logic+Circuit

s&gs_lcp=CgNpbWcQAzIHCAAQGBCABDoHCAAQigUQQzoFCAAQgAQ6BggAEAcQHjoGCAAQCBAeUMEKWMEKYJcWaABwAHgAgAHmAogB2gSSAQUyLTEuM

ZgBAKABAaoBC2d3cy13aXotaW1nwAEB&sclient=img&ei=d0C0ZOmzDOXhsgKCwJy4CQ&bih=1022&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=ejYigtVMiZ0FZ

M&imgdii=k-pYvjG8OdfCPM

- https://www.google.com/search?q=Building+Quantum+Circuits&tbm=isch&ved=2ahUKEwjT252N-pOAAxXppycCHf4xAc4Q2-cCegQIABAA&oq=Building+Quantum+

Circuits&gs_lcp=CgNpbWcQAzoECCMQJ1DACVjACWDSE2gAcAB4AIABzQGIAZIDkgEFMC4xLjGYAQCgAQGqAQtnd3Mtd2l6LWltZ8ABAQ&sclient=img&ei=8EO0Z

NOjCunPnsEP_uOE8Aw&bih=1022&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=L-wTqg-y_MHONM&imgdii=WvszPf2kzKlZyM

- https://www.google.com/search?q=Quantum+Algorithms+&tbm=isch&ved=2ahUKEwjn6I2TkJSAAxV7vicCHcDuAmkQ2-cCegQIABAA&oq=Quantum+Algorithms+&gs

_lcp=CgNpbWcQAzIECAAQHjIGCAAQBRAeMgYIABAIEB4yBwgAEBgQgAQyBwgAEBgQgAQyBwgAEBgQgAQyBwgAEBgQgAQyBwgAEBgQgAQyBwgAEBgQgA

QyBwgAEBgQgARQgSVY60dgpk9oAHAAeACAAdACiAHAH5IBCDAuMTAuOC4xmAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=img&ei=Dlu0ZOepBPv8nsEPwN

2LyAY&bih=1022&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=g-78aHDX0PfepM&imgdii=jVjb_nWOE2sxQM

- https://www.google.com/search?q=Classical+Algorithms&tbm=isch&ved=2ahUKEwj4w8zglJSAAxUanCcCHR1pAuMQ2-cCegQIABAA&oq=Classical+Algorithms&gs_lc

p=CgNpbWcQAzIGCAAQCBAeMgcIABAYEIAEMgcIABAYEIAEUABYAGCyC2gAcAB4AIAB6gGIAeoBkgEDMi0xmAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=im

g&ei=4l-0ZPjKE5q4nsEPndKJmA4&bih=1022&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=Pl9AEc0p7-JdhM&imgdii=DLwYvNv-pZVraM
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- https://www.google.com/search?rlz=1C5CHFA_enPK1027PK1027&sxsrf=AB5stBgWgtvy50IxiFX6yV58raF6wl0vIA:1690109603040&q=Applications+and+Potential+of+Qu

antum+Algorithms+images&tbm=isch&sa=X&ved=2ahUKEwj55JT01KSAAxVTXvEDHY-SA7cQ0pQJegQIEBAB&biw=1920&bih=1083&dpr=2#imgrc=wNVx9zSwuhY-hM

- https://www.google.com/search?q=Grover%27s+Algorithm+Quantum++Images&tbm=isch&ved=2ahUKEwicrf-D36SAAxV_kScCHRiDBBQQ2-cCegQIABAA&oq=Grov

er%27s+Algorithm+Quantum++Images&gs_lcp=CgNpbWcQAzoECCMQJzoHCAAQigUQQzoFCAAQgAQ6BggAEAgQHjoECAAQHjoHCAAQGBCABFCJBljLUmDMV

WgBcAB4AIABngKIAaMbkgEEMi0xNZgBAKABAaoBC2d3cy13aXotaW1nwAEB&sclient=img&ei=QBG9ZJyNJP-insEPmIaSoAE&bih=1083&biw=1920&rlz=1C5CHFA_enP

K1027PK1027#imgrc=eWbZ6PbxmkPNPM

- https://www.google.com/search?q=Iterative+Procedure+vector+art&tbm=isch&ved=2ahUKEwjJsJT39KSAAxX-pycCHZkEAfQQ2-cCegQIABAA&oq=Iterative+Procedure

+vector+art&gs_lcp=CgNpbWcQAzoECCMQJzoECAAQHjoHCAAQGBCABFCkIVjrQmDkRmgAcAB4AIABuQKIAcQXkgEGMi0xMi4xmAEAoAEBqgELZ3dzLXdpei1pb

WfAAQE&sclient=img&ei=Nyi9ZIm5D_7PnsEPmYmEoA8&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=5YvAFq4jl8EdfM

- https://www.freepik.com/free-vector/process-concept-illustration_11434267.htm#query=iterative%20process&position=1&from_view=keyword&track=ais

- https://news.mit.edu/2022/peter-shor-receives-2022-2023-killian-award-0511

- https://www.google.com/search?q=Shor%27s+Algorithm+images&tbm=isch&ved=2ahUKEwi7tdr-9KSAAxWEmicCHWWaBe8Q2-cCegQIABAA&oq=Shor%27s+Algorit

hm+images&gs_lcp=CgNpbWcQAzoECCMQJzoFCAAQgAQ6BggAEAUQHjoGCAAQCBAeOgQIABAeOgcIABAYEIAEUN0zWLlXYP5ZaABwAHgAgAGEAogBoBKSA

QQyLTEwmAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=img&ei=Ryi9ZPv1BIS1nsEP5bSW-A4&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=MElVQH

_AOX4itM

- https://www.google.com/search?q=Shor%27s+Algorithm+images&tbm=isch&ved=2ahUKEwi7tdr-9KSAAxWEmicCHWWaBe8Q2-cCegQIABAA&oq=Shor%27s+Algorit

hm+images&gs_lcp=CgNpbWcQAzoECCMQJzoFCAAQgAQ6BggAEAUQHjoGCAAQCBAeOgQIABAeOgcIABAYEIAEUN0zWLlXYP5ZaABwAHgAgAGEAogBoBKSA

QQyLTEwmAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=img&ei=Ryi9ZPv1BIS1nsEP5bSW-A4&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=5Yr92-bB

_4MAEM&imgdii=YwpTcM0YDT_xXM

- https://www.google.com/search?q=Quantum+State+Initialization+images&tbm=isch&ved=2ahUKEwiqhLPX-aSAAxXAnycCHc59CLAQ2-cCegQIABAA&oq=Quantum+

State+Initialization+images&gs_lcp=CgNpbWcQA1CbClibCmCFDmgAcAB4AIAB_QGIAd4DkgEDMi0ymAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=img&ei=Mi2

9ZKqjMsC_nsEPzvuhgAs&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=jTLeJPoMtpwehM

- https://www.google.com/search?q=Quantum+Fourier+Transform+images&tbm=isch&ved=2ahUKEwiSnK7Jl6WAAxXxkicCHS5uDxQQ2-cCegQIABAA&oq=Quantum+F

ourier+Transform+images&gs_lcp=CgNpbWcQA1DZDljZDmCcF2gAcAB4AIABgAKIAc8DkgEDMi0ymAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=img&ei=iky9ZJK

vG_GlnsEPrty9oAE&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=w0_3ztVBLkfOhM

- https://www.google.com/search?q=Modular+Exponentiation+images&tbm=isch&ved=2ahUKEwjTvL-ExamAAxUYsCcCHZRTCoIQ2-cCegQIABAA&oq=Modular+Expo

nentiation+images&gs_lcp=CgNpbWcQAzoECCMQJ1D3B1j3B2CuDmgAcAB4AIAB3gGIAbsDkgEDMi0ymAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=img&ei=FZ

W_ZJNemOCewQ-Up6mQCA&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=jR0PiC7oyY9k8M

- https://www.google.com/search?q=Measuring+and+Period+Determination+images&tbm=isch&ved=2ahUKEwiZ9p6HxamAAxXBkicCHc2WAwIQ2-cCegQIABAA&oq=

Measuring+and+Period+Determination+images&gs_lcp=CgNpbWcQAzoECCMQJ1CIFViIFWDeJGgAcAB4AIAB3wGIAbsDkgEDMi0ymAEAoAEBqgELZ3dzLXdpei1pb

WfAAQE&sclient=img&ei=GpW_ZJmBL8GlnsEPza2OEA&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=Kb6Dz-NbeN4w9M&imgdii=jfIIWvLa5tSQpM

- https://www.google.com/search?q=Fraction+extraction++images&tbm=isch&ved=2ahUKEwifpJKAy6mAAxXjnCcCHTPBAc4Q2-cCegQIABAA&oq=Fraction+extraction

++images&gs_lcp=CgNpbWcQAzoECCMQJzoHCAAQigUQQzoFCAAQgAQ6BggAEAcQHjoICAAQCBAHEB5QsxJYrIABYNeGAWgDcAB4AYAB8AKIAcMokgEGMi0x

OS4ymAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=img&ei=Vpu_ZJ-hHuO5nsEPs4KH8Aw&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=WDnlr8-N

m5zohM

- https://www.google.com/search?q=Verification+images&tbm=isch&ved=2ahUKEwjX4PTUzKmAAxUzpCcCHezbB84Q2-cCegQIABAA&oq=Verification+images&gs_lc

p=CgNpbWcQAzIFCAAQgAQyBggAEAcQHjIGCAAQBRAeMgYIABAFEB4yBggAEAUQHjIGCAAQBRAeMgYIABAFEB4yBggAEAUQHjIGCAAQBRAeMgYIABAFEB4

6CAgAEAUQBxAeUM0bWNlEYJdUaAFwAHgAgAHrAogBkRmSAQYyLTExLjKYAQCgAQGqAQtnd3Mtd2l6LWltZ8ABAQ&sclient=img&ei=FJ2_ZNeGK7PInsEP7Lef8Aw&

bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=hiaB7kxGmRjTlM

- https://www.google.com/search?q=Produced+Factor+Extraction+images&tbm=isch&ved=2ahUKEwjgoMPv0qmAAxVWnycCHf4nB9oQ2-cCegQIABAA&oq=Produce

d+Factor+Extraction+images&gs_lcp=CgNpbWcQAzoECCMQJ1DdDVjdDWDBF2gAcAB4AIAB3wGIAboDkgEDMi0ymAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient

=img&ei=l6O_ZKD5B9a-nsEP_s-c0A0&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=-OtMXxZmw2xgvM

- https://www.google.com/search?q=Implementation+and+Challenges+images&tbm=isch&ved=2ahUKEwiMrZ-S46mAAxVgmicCHYaiBMcQ2-cCegQIABAA&oq=Imple

mentation+and+Challenges+images&gs_lcp=CgNpbWcQA1CqEFiqEGCnGmgAcAB4AIABmwKIAYwEkgEDMi0ymAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=im

g&ei=prS_ZIzCN-C0nsEPhsWSuAw&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=c2TtVWt-F2DjLM&imgdii=Q3aEJy6Q5CIM4M

- https://www.google.com/search?q=Topological+Qubits+images&tbm=isch&ved=2ahUKEwii9s6W9qmAAxUamycCHTkIBnYQ2-cCegQIABAA&oq=Topological+Qubits

+images&gs_lcp=CgNpbWcQA1CqDViqDWDDFWgAcAB4AIABsAOIAYkFkgEHMi0xLjAuMZgBAKABAaoBC2d3cy13aXotaW1nwAEB&sclient=img&ei=nMi_ZKK4FZq2n

sEPuZCYsAc&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=krU47NqTVZUkXM

- https://www.google.com/search?q=Quantum+Processors+and+their+Construction+images&tbm=isch&ved=2ahUKEwjxsqT9-66AAxW9nCcCHWOhD-wQ2-cCegQIA

BAA&oq=Quantum+Processors+and+their+Construction+images&gs_lcp=CgNpbWcQAzoECCMQJ1DvQFindWCPeGgAcAB4AIABkAKIAa4RkgEEMi0xMJgBAKABAa

oBC2d3cy13aXotaW1nwAEB&sclient=img&ei=yG3CZPGuIL25nsEP48K-4A4&bih=1083&biw=1920&rlz=1C5CHFA_enPK1027PK1027#imgrc=G9LBMtbTM6w-nM&imgdii=I

gJwygb_fQYoMM
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- https://www.google.com/search?q=Readout%20and%20Measurement%20images&tbm=isch&tbs=isz:l&rlz=1C5CHFA_enPK1027PK1027&hl=en-GB&sa=X&ved=0CAIQ

pwVqFwoTCPCd5qOBr4ADFQAAAAAdAAAAABAa&biw=1905&bih=1002#imgrc=nZRXTaKoz9WmpM

- https://www.google.com/search?q=Quantum+Errors+and+Error+Correction+images&tbm=isch&ved=2ahUKEwjy9qyzga-AAxUHmScCHWZWCz8Q2-cCegQIABAA&o

q=Quantum+Errors+and+Error+Correction+images&gs_lcp=CgNpbWcQAzoECCMQJ1DoE1joE2CLH2gAcAB4AIABxQKIAb0EkgEFMi0xLjGYAQCgAQGqAQtnd3Mtd2

l6LWltZ8ABAQ&sclient=img&ei=eHPCZPLaBYeynsEP5qyt-AM&bih=1002&biw=1905&rlz=1C5CHFA_enPK1027PK1027&hl=en-GB#imgrc=q7c6c60gROd5AM

- https://www.google.com/search?q=Experimenting+with+Quantum+Computers+images&tbm=isch&ved=2ahUKEwjQ2sSng6-AAxU5pCcCHYPMCA8Q2-cCegQIABAA

&oq=Experimenting+with+Quantum+Computers+images&gs_lcp=CgNpbWcQA1CEYliEYmCebWgBcAB4AIAB2QKIAaoFkgEDMy0ymAEAoAEBqgELZ3dzLXdpei1pb

WfAAQE&sclient=img&ei=eHXCZNC-C7nInsEPg5mjeA&bih=1002&biw=1905&rlz=1C5CHFA_enPK1027PK1027&hl=en-GB#imgrc=hmRtnngeYHnynM

- https://www.google.com/search?q=Quantum+Materials+and+Quantum+Engineering+images&tbm=isch&ved=2ahUKEwjhx_Cnx6-AAxXNpycCHSpQAdwQ2-cCegQI

ABAA&oq=Quantum+Materials+and+Quantum+Engineering+images&gs_lcp=CgNpbWcQA1CQHliQHmCHJWgAcAB4AIABpgKIAYIEkgEDMi0ymAEAoAEBqgELZ3d

zLXdpei1pbWfAAQE&sclient=img&ei=xrzCZOHMH83PnsEPqqCF4A0&bih=1002&biw=1905&rlz=1C5CHFA_enPK1027PK1027&hl=en-GB#imgrc=PJptY9WEA1uGJM

- https://www.google.com/search?q=+Quantum+Artificial+Intelligence++images&tbm=isch&ved=2ahUKEwis_PzDmLCAAxVUmScCHXbiAjMQ2-cCegQIABAA&oq=+Q

uantum+Artificial+Intelligence++images&gs_lcp=CgNpbWcQAzoECCMQJ1DxEFjtSGCTUGgBcAB4AIAB8wGIAcgFkgEDMi0zmAEAoAEBqgELZ3dzLXdpei1pbWfAAQ

E&sclient=img&ei=8BHDZKzEK9SynsEP9sSLmAM&bih=1002&biw=1905&rlz=1C5CHFA_enPK1027PK1027&hl=en-GB#imgrc=Ts_sqlcR1tMipM

- https://www.google.com/search?q=Conventional+Optimisation+Methods+images&tbm=isch&ved=2ahUKEwjHnuaSorCAAxU6micCHZabBLgQ2-cCegQIABAA&oq=C

onventional+Optimisation+Methods+images&gs_lcp=CgNpbWcQA1C5Dli5DmDFF2gAcAB4AIAB4QKIAcEEkgEFMi0xLjGYAQCgAQGqAQtnd3Mtd2l6LWltZ8ABAQ&s

client=img&ei=BRzDZIeIObq0nsEPlreSwAs&bih=1002&biw=1905&rlz=1C5CHFA_enPK1027PK1027&hl=en-GB#imgrc=Ul0l7F9w-U7QjM

- https://www.google.com/search?q=Molecular+Simulations+and+Drug+Design+images&tbm=isch&ved=2ahUKEwjJzJOYhLGAAxWanCcCHeKODQgQ2-cCegQIABAA

&oq=Molecular+Simulations+and+Drug+Design+images&gs_lcp=CgNpbWcQA1CJEliJEmDlHWgAcAB4AIAB4gGIAcEDkgEDMi0ymAEAoAEBqgELZ3dzLXdpei1pbWf

AAQE&sclient=img&ei=04LDZImXM5q5nsEP4p22QA&bih=1002&biw=1905&rlz=1C5CHFA_enPK1027PK1027&hl=en-GB#imgrc=yFo-ddvgHPwwMM

- https://www.google.com/search?q=Molecular+Simulations+and+Drug+Design+images&tbm=isch&ved=2ahUKEwjJzJOYhLGAAxWanCcCHeKODQgQ2-cCegQIABAA

&oq=Molecular+Simulations+and+Drug+Design+images&gs_lcp=CgNpbWcQA1CJEliJEmDlHWgAcAB4AIAB4gGIAcEDkgEDMi0ymAEAoAEBqgELZ3dzLXdpei1pbWf

AAQE&sclient=img&ei=04LDZImXM5q5nsEP4p22QA&bih=1002&biw=1905&rlz=1C5CHFA_enPK1027PK1027&hl=en-GB#imgrc=M3j5gLP2cUwJQM

- https://www.google.com/search?q=Artificial+Intelligence+and+Machine+Learning+images&tbm=isch&ved=2ahUKEwjdttbzi7GAAxW4picCHV_iDv0Q2-cCegQIABAA

&oq=Artificial+Intelligence+and+Machine+Learning+images&gs_lcp=CgNpbWcQAzIFCAAQgAQ6BAgjECdQk5QCWJOUAmDlnQJoAHAAeACAAeYBiAGgBZIBAzIt

M5gBAKABAaoBC2d3cy13aXotaW1nwAEB&sclient=img&ei=6orDZN2ZMrjNnsEP38S76A8&bih=1002&biw=1905&rlz=1C5CHFA_enPK1027PK1027&hl=en-GB#imgrc=MWl

y8KuqGufz1M&imgdii=BG28YGIO7zs0OM

- https://www.google.com/search?q=+Machine+Learning+images&tbm=isch&ved=2ahUKEwi60or3qLGAAxXCmScCHR_EA34Q2-cCegQIABAA&oq=+Machine+Learnin

g+images&gs_lcp=CgNpbWcQAzIHCAAQigUQQzIFCAAQgAQyBQgAEIAEMgUIABCABDIFCAAQgAQyBQgAEIAEMgUIABCABDIGCAAQBxAeMgYIABAHEB4yBg

gAEAcQHlCKCFitHGCDI2gAcAB4AIAByAKIAfEskgEGMi0yMC4zmAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=img&ei=WqnDZLq9JMKznsEPn4iP8Ac&bih=1002&

biw=1905&rlz=1C5CHFA_enPK1027PK1027&hl=en-GB#imgrc=HgQdNTwYmeKnyM

- https://www.google.com/search?q=Transfer+learning+iconChallenges+and+Ethical+Questions+images&tbm=isch&ved=2ahUKEwiY5Kvn2rGAAxWjticCHU0NCr8Q2-c

CegQIABAA&oq=Transfer+learning+iconChallenges+and+Ethical+Questions+images&gs_lcp=CgNpbWcQAzoHCAAQigUQQ1CFDFizTmCEVWgAcAB4AIABsgKIAek

TkgEGMi0xMC4xmAEAoAEBqgELZ3dzLXdpei1pbWfAAQE&sclient=img&ei=p93DZNj0FaPtnsEPzZqo-As&bih=1002&biw=1905&rlz=1C5CHFA_enPK1027PK1027&hl=en-

GB#imgrc=ZeGsPzbGpx5ZBM&imgdii=DpSuaiVoR-PDdM
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